
Technical Acquisition Support Services (TASS)
Statement of Objectives (SOO)
1.0 Program Objective:

The objective is to provide Space and Missile Systems Center (SMC) organizations the capability to obtain qualified, technical Advisory and Assistance Services (A&AS) in an efficient and timely manner. 

2.0
Scope:

This Statement of Objectives describes Technical Acquisition Support Services (TASS) to Space and Missile Systems Center (SMC) program offices, staff offices and other operating locations.  The anticipated support encompasses but is not limited to systems engineering and integration; management services; specialty acquisition support; integrated logistics support (ILS); computer resources and software; and acquisition security.

3.0
Type of Work to Be Performed:

The performing contractor(s) will be selected based on best value criteria provided by SMC to accomplish the following general types of tasks:

a.
Systems Engineering and Integration: 

1.
Requirements Analysis - Provide design and analysis activities to decompose and allocate operational level requirements to system of systems/system/subsystem/sub-element (where required) level functional, performance, architectural and interface requirements within the constraints of design to cost and the operational and threat environment.  Conduct technical trade-off analysis to establish and evaluate interface constraints on cross system integrated performance, identify and recommend mitigation solutions of technical risk and support hardware/software studies.  Conduct analysis to evaluate the maturity of new or advanced technologies, potential impacts on performance and cost and recommend technology insertion options and strategies.  (CDRL A001, A002, A003, A004 and A005)
2.
Modeling and Simulation - Develop, operate and/or maintain computer models and simulations to support systems analysis.  The contractor shall establish an environment that includes the necessary processing security, display and connectivity capabilities.  Characterize and maintain operational and threat environment descriptions to directly assess the anticipated operational characteristics and performance of modeled systems in the conceptual operations  environment.  Assessment will include evaluation of risks to the system mission(s) arising from the space environment,  systems’ vulnerabilities to DIA validated  threats and planned survivability countermeasures.  Determine measures of utility (MOUs), measures of performance, (MOPs) and measures of effectiveness (MOEs).  (CDRL A001, A002, A003, A004 and A005)
3.
Systems Safety and Environmental Impact - Perform safety and environmental impact assessment studies of pre-launch, launch, and post-launch operations including, but not limited to, identification and evaluation of hazards and potential impacts to life, property, and the environment.  Identify, analyze, evaluate and propose measures for mitigating environmental and system safety issues and risks.  (CDRL A001, A002, A003, A004 and A005) 

4.
Test and Evaluation (T & E) - Determine the T & E data requirements and the necessary instrumentation.  Develop both Development Test and Evaluation (DT & E) and Operational Test and Evaluation (OT & E) requirements.  Attend testing activities, assess and report test progress versus test requirements.  (CDRL A001, A002, A003, A004 and A005)
5.
Contractor shall prepare for, execute and follow-up on all facets of meetings, reviews, and working groups as tasked.  (CDRL A001, A002, A003, A004 and A005)
b.
Management Services:

1. Coordinate all personnel management activities with management personnel and with the appropriate organizations. Maintain personnel software support systems to track, update, and consolidate all military and civilian personnel information.  (CDRL A001, A002, A003, A004 and A005)
2.
Interface with government personnel to obtain accurate comprehensive data.  Collect, record and analyze all data such as correspondence, directives, evaluations and scheduling for consolidation into briefings/reports as required.  (CDRL A001, A002, A003, A004 and A005)
3.
Develop configuration management procedures and operating instructions.  Maintain a configuration/data management status accounting program and the configuration management technical library.  (CDRL A001, A002, A003, A004 and A005)
c. Specialty Acquisition Support:

1. Manufacturing and Producibility - Analyze contractor’s proposals and other program documentation for technical validity and risk, and provide recommendations.  Prepare for, execute and follow-up on all facets of system reviews and/or meetings.  Assess the contractor's Risk Management methodology and its expected results.  Perform independent analyses as required to evaluate risks likely to impact the producibility, suitability, and effectiveness of deliverable products.  Provide recommendations for incorporating government furnished property (GFP) requirements and manufacturing technology (MANTECH) improvements into the contractor’s manufacturing processes.  (CDRL A001, A002, A003, A004 and A005)
2. Quality Assurance - Evaluate quality piece part, material and process control systems to determine compliance with contractual requirements.  Review quality metrics, failure analyses, specifications and corrective actions for effectiveness.  Evaluate software quality engineering for effectiveness and compliance with contract requirements.  Determine if corrective actions resulting from software process and product audit tasks are incorporated into the design process.  (CDRL A001, A002, A003, A004 and A005)
3. Reliability and Maintainability (R&M) - Evaluate analytical reliability procedures and processes for improved or enhanced reliability and incorporation into the design process.  Assess and report on the adequacy of test planning.  Provide technical analysis of hardware and software R&M performance for required parameter thresholds and objectives based on in-plant testing, Development Test and Evaluation (DT&E), and Operational Test and Evaluation (OT&E).  Analyze the performance ramifications to operational requirements.  Determine the effectiveness of failure analyses and implementation of their results in the design and planning process.  (CDRL A001, A002, A003, A004 and A005)
4. EMI/EMC (Electromagnetic Interference/Compatibility) Training - Conduct training and support services to program personnel to provide a basic understanding of EMI/EMC and the resulting issues and impacts on space systems and engineering.

5. Facilities and Grounds Support - Analyze system infrastructures, including communications, telephone, and uninterruptible power supply systems.  Review draft facilities documentation to assure program requirements are adequately addressed.  Perform engineering and facilities planning, design, design review, studies, analyses, and cost estimating.  Provide Computer Aided Drafting and Design (CADD) services and support.  Perform facilities project management, surveillance, testing, quality control inspections and documentation.  Occasionally the above-described actions may have to be initiated within 48 hours of official notification.  (CDRL A001, A002, A003, A004 and A005)
d. Integrated Logistics Support (ILS):

1. ILS Performance Planning - Analyze logistics documentation based on support requirements.  Prepare for, execute and follow-up on all facets of meetings, design reviews, and logistics related testing.  Review and recommend product performance agreements, warranties, and guarantee procedures to enhance system readiness and availability at lower cost.  (CDRL A001, A002, A003, A004 and A005)
2. Packaging, Handling, Storage, and Transportation (PHS&T) - Review requirements to ensure adequate provisions are included to provide any items being procured with adequate protection.  Assist prime contractors in developing documentation including any certification requirements for material entering the transportation system and identify any transportation constraints.  Review prime contractor’s projected hardware shipments via special assignment airlift missions.  Coordinate all airlift missions with HQ AFMC, other support organizations and disseminate flight schedules to contractors, related government officials and aircrews.  Provide cost information and applicable funding codes as required.  (CDRL A001, A002, A003, A004 and A005)
3.  3.   Continuous Acquisition and Life Cycle Support (CALS) - Develop an environment that enables a more effective generation, exchange, use and management of weapon system data and technical information integrated utilizing the CALS suite of standards among the contractor, government and associated organizations.  Prepare for, execute and follow-up on all facets of interchange meetings and reviews.(CDRL A001, A002, A003, A004 and A005)
e. Computer Resources and Software:

1. Computer  Resources and Software Engineering - Conduct technical analysis to determine advances in, mission requirements of, and report on progress in capabilities meeting requirements in computer resources/software.  Attend software testing, provide test monitoring and performance verification.  Prepare for, execute, and follow-up on all facets of meetings and reviews.  (CDRL A001, A002, A003, A004 and A005)
2. Office Automation - Analyze established SMC office automation standards and target architecture to recommend requirements for office automation hardware, software, office management information systems, E-mail and scheduling systems at remote SMC locations.  Evaluate requirements for data transmission via telecommunications links compatible with the respective organization requirements and provide comments.  Develop database applications using related assets to support key program management  decisions.  Provide user support for computer systems including document libraries on computer equipment and software manuals.  Develop rational for deviations, waivers and migration plans.  (CDRL A001, A002, A003, A004 and A005) 

f. Acquisition Security:

1. Acquisition Security Support - Establish, conduct and implement a systems protection program including the development of policies, plans and procedures.  Maintain specialized publications, libraries and databases of security related documentation.  Support classified document control activities and the maintenance of computer systems supporting acquisition security.  (CDRL A001, A002, A003, A004 and A005)
2.
DoD Space Systems Protection (DSSP) Program Support - Determine full-dimension protection planning, develop required modernization/developmental planning, technology, systems and operational protection guides and databases.  Determine methods and conduct horizontal protection and cost assessments of program protection and systems security engineering measures.  Provide technical and administrative security support.  (CDRL A001, A002, A003, A004 and A005)
3.
Systems Security Engineering (SSE) - Establish and implement systems security engineering processes, products and programs.  Provide systems security requirements definition, assess  security risks, including protection vulnerabilities to DIA validated threats and adequacy of planned survivability countermeasures, and develop system security operations concepts to include cost assessments.  Define protection criteria for command/control/communications, information systems, facilities and physical security systems for spacecraft, links, and ground segments.  Establish and maintain technical and management interfaces with contractor, operational/user commands and other associated organizations.  (CDRL A001, A002, A003, A004 and A005)
4.
Acquisition Systems Protection Training, Orientations, and Conference Support - Conduct specialized systems protection training, orientations and conferences.  Develop and procure materials, presentations, briefings, video and computer applications as needed.  Develop web pages, handbooks, cost models and information databases as required.  Prepare for, execute and follow-up on all facets of meetings and conferences.  (CDRL A001, A002, A003, A004 and A005)
4.0
LOCATIONS WHERE WORK SHALL BE PERFORMED:  Some of the A&AS labor shall be performed on-site at SMC including remote locations.  For on-site work, the Government will provide suitable work areas and access to equipment  comparable to that provided Government employees.

5.0
DATA DELIVERABLES:  The Contractor shall submit data in accordance with the Contract Data Requirements List (CDRL) contained in the individual delivery order issued under the BPA.

6.0    SPECIAL REQUIREMENTS:

a. DATA PROVIDED TO THE CONTRACTOR BY THE GOVERNMENT - All data provided by the Government to enable the A&AS contractor to accomplish this SOO shall be returned to the Government or destroyed at the end of each applicable SOO as directed by the government, unless the Contractor specifically requests and receives approval from the Government to maintain copies of this data.  None of this data will be released by the contractor to any other Government organization or other organization or individual without the express written approval of the Government Program Office.
b. TRAVEL - The Contractor shall be required to perform periodic travel to perform effort in support of Delivery Order tasks under this SOO.  The Contractor shall coordinate with and receive Government authorization from the FAE for all travel in support of the Government program office named in the individual delivery order(s).  The Contractor shall be responsible for obtaining all passenger transportation, lodging, and subsistence, both domestic and overseas, required in the performance of the individual delivery order(s).  The Contractor shall travel using the lower cost mode transportation commensurate with the mission requirements.  When necessary to use air travel, the Contractor shall use air tourist class, economy class or similar accommodations to the extent they are available and commensurate with the mission requirements.

c. DATA COLLECTION - As required by the individual delivery orders issued under the BPA.  Shall be in accordance with CDRLs A001, A002, A003, A004, and A005.
d. SECURITY - Contractor personnel working under this SOO, who must access or use classified defense information, must possess at least a Secret Security clearance.  Certain personnel may require a Top Secret or Top Secret with SCI clearance (see attached DD254).  The System Program Office (SPO) will determine these requirements.  Security guidance concerning specific programs/ project is provided by the individual delivery orders issued under the BPA, the Visitor Group Security Agreements in the BPA, and the related SPO security classification guides.
e. DISSEMINATION OF INFORMATION - There shall be no dissemination or publication, except within and between the BPA holder/Team, other Government Prime Contractors, and the Aerospace Corporation.  Further, any information or tools developed under this SOO or contained in the reports to be furnished pursuant to this SOO shall not be disseminated or published without prior approval of the BPA Contracting Officer.
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