- Computer hardware and software technology has dramatically increased over the last two decades. 

- DoD has developed a growing reliance on this technology to support not only state-of-the-art machines of war, but management and decision support systems as well. 

- Today's military cannot conduct daily operations without the assistance of these electronic tools. 

- Computer resources may yet become the most demanding of all ILS elements in terms of costs and managerial time investment (1:164). 

- The ILS element computer resources refers to all computer equipment and accessories, software, program tapes/disks, databases, and so on, necessary in the performance and maintenance of a system to include facilities and personnel. (2:13, 3:1.8). 

- Mission Critical Computer Resources (MCCR) are computer hardware and/or software assets critical to the successful performance of the system being developed. 

-- This includes computer support such as diagnostic equipment and system simulations, as well as technology embedded in, or built-in to, the primary system.

- MCCR is important enough to warrant careful monitoring and management throughout the development, testing, and integration process 

- Planning for MCCR is the responsibility of the program manager who will establish a Computer Resources Working Group (CRWG) to assist in this effort (1:183). 

- There are two plans which act as cornerstones for any acquisition involving computer resources. 

- The Computer Resources Management Plan (CRMP) is a part of the Integrate Logistics Support Plan (ILSP) and serves as the first step in the MCCR identification and development process. 

-- Written by the CRWG, it is reviewed and updated at each acquisition milestone (1:185). 

-- It is the record of the overall computer resources development strategy. 

-- It identifies all software requirements to support the system, application requirements in terms of compatibility with existing support systems, change procedures, and hardware performance specifications required to house the software (2:385).

- The contractor writes the Software Development Plan (SDP). 

-- Program specific areas of the SDP identify to the CRWG the specific contractor assets, such as personnel and equipment, that will be dedicated to a particular project of interest (4:27).

- Both of these plans establish the baselines about which the progress of computer resource development will be measured. 

- Because of its unique, requirement-specific capabilities, the software segment of a system is apt to be more critical, in terms of development, than the hardware. 

- Once a software need is identified, its development is governed by DoD-STD-167A. 

- Software development occurs over six phases known as the Software Development Cycle (SDC): (1) software requirements analysis, (2) preliminary design, (3) detailed design, (4) coding and unit testing, (5) computer software component integration and testing, and (6) computer software configuration item testing (1:186). 

- The key to success lies in breaking large complex requirements into smaller, manageable pieces through a top-down design process. 

- The overall requirement is defined as a computer software configuration item (CSCI). 

- A CSCI is then broken into computer software components (CSCs), which address specific elements of the overall requirement in more detail. 

- CSCs are comprised of a number of the smallest elements in the design process, which are known as computer software units (CSUs). 

-- CSUs are the actual streams of code written to accomplish a specific task and are usually no more than 100 lines long (4:24).

- Once developed, the program is tested; first, at CSU level, and finally at the CSCI level. 

- Approximately 40% of the SDC will be spent on front-end requirements analysis and design tasks, 20% on actually developing and writing code, and another 40% on testing (4:26l). 

- A preliminary design review is accomplished on all CSCIs of the system (3:2.12). 

-- Only after the review is completed are the hardware configuration items (HWCIs) addressed. 

-- MIL-STD-1521B governs this review process (3:2.12)

- The primary issue with HWCIs is developing or purchasing the hardware with the appropriate level of performance to serve as the software platform. 

- Fabrication and testing of prototypes follows this review for hardware that must be developed; otherwise commercial off-the-shelf hardware is purchased. 

- Computer resources may be added to a system at any point to take advantage of technological advances. 

- Ideally, computer resources should be considered in the Concept Exploration Phase to ensure fullest consideration of viable alternatives and to facilitate full integration with the system and its support elements (1:187). 

- Major documents produced during this phase include the initial system specific specification(s) (SSS). 

-- An SSS serves to document total system requirements. 

-- SSS information is usually derived from systems engineering studies.

- Further documentation is provided in the form of preliminary prime item development specifications, software listings, and software test results. 

- During Demonstration and Validation, the alternatives are further detailed, refined, studied, and a decision reached on whether or not to proceed to the next phase--Engineering and Manufacturing Development (EMD). 

- During the EMD phase, the alternative of choice is selected. 

-- Software prototypes are developed here. 

-- Authenticated SSSs, which establish the system, or system segment, baseline are produced here. 

-- The critical design review described earlier is also conducted here (1:188). 

-- During the next phase--Full-Scale Production and Deployment--the system is mass produced and delivered. 

-- The contractor begins to play a reduced role, and the user initiates support and follow-on testing.

- If needed modifications include computer resources, then the design process for this element will begin again. 

- Desirable characteristics of computer resources development or procurement are described in AFM 1-1: 

-- Equipment should be designed and procured to minimize the vulnerabilities of aerospace power. 

-- Reliability and maintainability should play a central role in equipment procurement decisions. 

-- Interoperability should be a major consideration in equipment mix and structure decisions 

-- Equipment procurement decisions should balance cost and capability against numbers. (5:19-20)

- This ILS element will be stressed not only because of the technological combat edge it provides military forces, but also because of the opportunity it offers to substantially reduce administrative costs--an important issue in this era of the dwindling defense dollar. 
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